
ISC2 Delaware Chapter Quarterly Meeting 
8/8/19 

 
Meeting Date:  August 8, 2019 
Meeting Location:   Goldey-Beacom College, Room 21 Fulmer Center,	4701 Limestone Road, 
Wilmington, DE 19808	
 

Agenda 
 
Introductions 

Present at meeting: 
• Ray Pompon 
• Ben Miller 
• Chase Cotton 
• Kyle Bischop 
• Matthew Ng 
• James Chilcutt 
• Brian Arcidiacono 
• Robert A. (Mac) McKosky 

 
Election of Officers 
 

President: Robert A. (Mac) Mckosky 
Treasurer:  Matthew Ng 
Secretary:  James R. Chilcutt 
Membership:  Ray Pompon 
 
Motion to accept officers as nominated – James R. Chilcutt 
Approved unanimously 
 

Old Business 
 

• Discussion of membership and geographical range of members; 
o Only list available is an old list with 53 CISSP members; 

• Attendance at meeting earns 1.5 CPE; 
• Now that all officer positions are filled Mac will send the appropriate form to ISC2 ; 
• Discussed potential northern Delaware meeting locations; 

o Goldey Beacom 
o University of Delaware 



o Decision made to have next meeting at Goldey Beacom 
• Mac proposed sending certificate of appreciation to Inigo Thomas for his service; 

o Motion made by Ray Pompon; 
o Second by Matthew Ng 
o Unanimous approval; 

 
Treasurer Report 
 

Previous balance: 1151.73 
Current balance: 1151.79 
 

New Business 
 

• What do we want to see at meetings? 
o ½ hour presentation on current issues; 
o Kyle Bishop agreed to talk about winning first place at a network hacking event 

sponsored by Udel and ISC2 at the next meeting; 
• Mac will be presenting at next Infragard meeting on the topic of election hacking; 

o Ray Pompon will send out an announcement note to membership regarding 
date, time and location; 

• Some discussion about data breaches occurring; 
o Capital 1 breach; 

§ Happened through an open source firewall; 
o Common thread to many of the data breaches seems to be; 

§ Complexities created by continually adding levels and layers on systems 
through new technologies; 

§ 3rd party links in web sites sending customers to sites not covered by 
security tools on the primary web site; 

o New vulnerability announced resulting from apps bypassing memory 
management controls in operating systems; 

 
Ray Pompon presentation 
 

• 2nd part to presentation started at last meeting; 
o F5	Labs	report	on	breaches,	attacks	-	the	2018	and	2019	App	

Protection	Report	
o https://www.f5.com/labs/application-protection	

• Cellular	Gateway	research	
o https://www.f5.com/labs/articles/threat-intelligence/breaking-down-the-

door-to-emergency-services-through-cellular-io	
	
Meeting Adjourn. 11:30 
	 	


