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ISC2DE MINUTES 
2/10/2022 

 

Meeting date and time 
• Thursday February 10, 2022 

• Meeting started at 10:00 

Attendees 
Attendee names copied from Zoom windows: 

• Jeff Silver  

• Jason Wright  

• Jim Chilcutt 

• Ray Pompon  

• Matthew Ng  

• Ron Teixeira  

• Gabriel Dudley  

• Sean Conway 

• Sandra Ennis-Alexander  

• Amber Kirylak 

Treasurer report 
• Presented by Matthew Ng 

o Beginning Balance: $1,522.01 

o Ending Balance: $1,522.05 

• Dues are $25 per year 

o Option 1 (preferred option) 

▪ PayPal. 

▪ Account: ISC2 Delaware Chapter 

▪ Email: treasurer@isc2de.org  

o Option 2 

▪ Mail to Matthew Ng. 

▪ Address: 602 Olde Field Drive, Magnolia, DE 19962 

▪ Make checks payable to ISC2 Delaware Chapter 

• 2022 dues are now due. 
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Last meeting minutes 
• Motion made to accept minutes as posted on web site by Ray Pompon. 

• Second by Ron Teixeira. 

• Accepted. 

Membership report 
• Should we allow students and non-CISSP to become members of the chapter? 

o Discussion under New Items. 

Next meeting location 
• Meetings occur on the second Thursday of the second month of each quarter. 

• The next meeting will be Thursday, May 12, 2022 

• It will be an online meeting. 

Old Business 
• Introductions. 

• Open discussion 

New items 
• Subject matter links provided by Ray Pompon 

o Article on Log4J - https://www.f5.com/labs/articles/cisotociso/log4shell-

rebooting-the-same-old-security-principles-in-its-wake 

o Access control explained https://www.f5.com/labs/articles/education/what-is-

access-control 

o Zero trust Microservices https://www.f5.com/labs/articles/cisotociso/solving-

devsecops-and-microservice-challenges-with-zero-trust 

o MFA how to https://www.f5.com/labs/articles/cisotociso/tips-and-tricks-for-

rolling-out-multi-factor-authentication 

o Ransomware segmentation and backup  - 

https://www.f5.com/labs/articles/cisotociso/cybersecurity-controls-to-stop-

ransomware 

o Cyber insurance https://www.f5.com/labs/articles/cisotociso/cyber-insurance-

read-the-fine-print-25746 

o Credential Stuffing - don’t reuse password - 

https://www.f5.com/labs/articles/threat-intelligence/2021-credential-stuffing-

report 

o SOAR - https://www.f5.com/company/blog/what-is-soar-and-how-can-

agencies-leverage-it-in-their-cybersecu 

• Links provided by Jason Wright 
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o More than three-quarters (78%) of organizations with Microsoft Active 

Directory (AD) currently do not employ multifactor authentication (MFA) for 

their user accounts, new telemetry from Microsoft's Azure Active Directory 

service shows. 

▪ https://www.darkreading.com/operations/microsoft-multifactor-

adoption-remains-low 

• Change in membership requirements 

o Require non CISSP members to pay dues 

o Decided to modify bylaws 

• Discussion regarding: 

o Students. 

o Retirees. 

o Other non-members. 

• Motion to add to by-laws student membership and CISSP retired status. 

o After discussion final motion. 

▪ Eliminate free membership. 

▪ Change student membership to Associate member. 

▪ Dues will be $25/year for all chapter members. 

▪ Motion made by Jeff Silver 

▪ Seconded by Ron Teixeira 

▪ Unanimously approved. 

o Ron Teixeira made motion to add Retired CISSP as a member category 

▪ Second made by Ray Pompon. 

▪ Retired status requirements defined by national (ISC)2. 

Web Application Security with the findings from the 

2022 Application Protection Report 
• https://www.f5.com/labs/articles/threat-intelligence/2022-application-protection-

report-in-expectation-of-exfiltration 

General Meeting ended  
• Meeting adjourned at 11:30 am, 
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